
Multi-Factor Authentication Instructions for Smartphone Application 

When you go to log into Fluxx there will be a requirement to set up Multi-Factor Authentication 
(“MFA”). 
 

1. Enter your username and password 
2. Click “Next” 

 

 
 
On the “Configure Multi-Factor Authentication” for Smartphone Application: 
 

1. Select “Smartphone App” 
*if you have an authenticator application already installed on your phone go to step 3 
2. Click iOS or Android to download the application  
3. Click “Scan QR Code” 
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Multi-Factor Authentication Instructions for Smartphone Application 

 
Scan the QR Code using the phone smartphone authenticator application to receive the MFA 
Token (this token will expire every 30 seconds and be replaced with a new MFA Token). 
 
Example of token: 

 

 
 
 

1. Enter the token value in the MFA Screen 
2. Click “Login” 

 

 
 
You will now be logged into your grantee portal. 
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